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LET'S PONDER ON THESE QUESTIONS;

How do we use our mobile phones?

What platforms do we utilize to get online or communicate?

How have we strategized our privacy and security based on the current legal and political context?
WHAT CAN GO WRONG IF OUR DEVICES, PRIVACY AND SECURITY ARE COMPROMISED?

00 Infringement of digital rights and internet freedoms such as privacy, anonymity, freedom of expression and speech.

00 Misuse, breach or leak of personal data or sensitive information.

00 Increased targeted and unwarranted surveillance.
WHAT CAN GO WRONG IF OUR DEVICES, PRIVACY AND SECURITY ARE COMPROMISED?

- Interception of standard calls and messages which are monitored by third parties who are both state and non-state actors.
- Increased rates of cybercrimes and online gender-based violence.
- Identity theft.
RECOMMENDATIONS TO SECURE OUR PRIVACY AND SECURITY OR SAFETY.

Use secure instant messaging platforms for all messages and calls such as Signal and WhatsApp.

Create strong unique passwords or utilize user-friendly password managers.

Enable two-factor authentication (2FA) for extra layer of security to your emails, socials, ATM card or bank card.
RECOMMENDATIONS TO SECURE OUR PRIVACY AND SECURITY OR SAFETY.

Get comfortable with the privacy and security options available to your devices and online accounts.

Monitor the app permissions on your devices and beware of Geotagging.

Be mindful of what information you share and post.
RECOMMENDATIONS TO SECURE OUR PRIVACY AND SECURITY OR SAFETY.

Always use a Virtual Private Network-VPN especially whenever you choose to use public Wi-Fi networks.

Access and download the apps that you need from respective websites, and, try to avoid third party apps.
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